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Open Shortest Path First (OSPF) 
Basics

 open standard routing protocol

 works by using the Dijkstra algorithm to initially 
construct a shortest path tree and follows that 
by populating the routing table with the 
resulting best paths

 quick convergence

 supports multiple, equal-cost routes to the same 
destination

 supports both IPv4 and IPv6 routed protocols





OSPF’s best features

 Allows for the creation of areas and 
autonomous systems

 Minimizes routing update traffic

 Is highly flexible, versatile, and scalable

 Supports VLSM/CIDR

 Offers an unlimited hop count

 Is open standard and supports multi-
vendor deployment







OSPF basics

 Its design is intended to be hierarchical in 
use

 subdivide the larger internetwork into smaller 
internetworks called areas

 Reasons:

 To decrease routing overhead

 To speed up convergence

 To confine network instability to single areas 
of the network



OSPF design example

area 0

OSPF absolutely must 

have an area 0, and 

all other areas should 

connect to it except for 

those connected via 

virtual links

area border router (ABR)



OSPF basics

 runs great inside an autonomous system, 
but it can also connect multiple 
autonomous systems together

 The router that connects these ASs is 
called an autonomous system boundary 
router (ASBR)



OSPF Terminology

 Link 

 A link is a network or router interface 
assigned to any given network. 

 When an interface is added to the OSPF 
process, it’s considered to be a link. 

 This link, or interface, will have up or down 
state information associated with it as well as 
one or more IP addresses.



OSPF Terminology

 Router ID 

 The router ID (RID) is an IP address used to identify 
the router. 

 Cisco chooses the router ID by using the highest IP 
address of all configured loopback interfaces. 

 If no loopback interfaces are configured with 
addresses, OSPF will choose the highest IP address 
out of all active physical interfaces. 

 To OSPF, this is basically the “name” of each router.



OSPF Terminology

 Neighbor 

 Neighbors are two or more routers that have an 
interface on a common network, such as two routers 
connected on a point-to-point serial link. 

 OSPF neighbors must have a number of common 
configuration options to be able to successfully 
establish a neighbor relationship, and all of these 
options must be configured exactly the same way:

 Area ID

 Stub area flag

 Authentication password (if using one)

 Hello and Dead intervals



OSPF Terminology

 Adjacency 

 An adjacency is a relationship between two 
OSPF routers that permits the direct exchange 
of route updates. 

 OSPF will directly share routes only with 
neighbors that have also established 
adjacencies. 

 And not all neighbors will become adjacent—
this depends upon both the type of network 
and the configuration of the routers. 



OSPF Terminology

 Adjacency 

 In multi-access networks, routers form 
adjacencies with designated and backup 
designated routers. 

 In point-to-point and point-to-multipoint 
networks, routers form adjacencies with the 
router on the opposite side of the connection.



OSPF Terminology

 Designated router 

 A designated router (DR) is elected whenever 
OSPF routers are connected to the same 
broadcast network to minimize the number of 
adjacencies formed and to publicize received 
routing information to and from the remaining 
routers on the broadcast network or link. 

 Elections are won based upon a router’s 
priority level, with the one having the highest 
priority becoming the winner. 



OSPF Terminology

 Designated router 

 If there’s a tie, the router ID will be used to 
break it. 

 All routers on the shared network will 
establish adjacencies with the DR and the 
BDR, which ensures that all routers’ topology 
tables are synchronized.



OSPF Terminology

 Backup designated router 

 A backup designated router (BDR) is a hot 
standby for the DR on broadcast, or multi-
access, links. 

 The BDR receives all routing updates from 
OSPF adjacent routers but does not disperse 
LSA updates.

 LSA packets are used to update and maintain 
the topological database.
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OSPF Terminology

 Hello protocol 

 The OSPF Hello protocol provides dynamic 
neighbor discovery and maintains neighbor 
relationships. 

 Hello packets and Link State Advertisements 
(LSAs) build and maintain the topological 
database. 

 Hello packets are addressed to multicast 
address 224.0.0.5.
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OSPF message encapsulation



OSPF packet types





Hello message
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